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11. ICCC Conference
Opening Ceremeny

Tahir Baytkhelvacigil

President of Turkish Standards Instrihution

Mr. Dag Stréman

Chair of CCRA Management Committee

Nihat ERGUN
Minister of Industry and Trade

11. ICCC Conferance
Opening Plenary Session

Prof. Dr. Niket Yetis, TUBITAK President

Chairperson of the Session

Keynote Speakers

Common Crtena: Meetfing: the Needs of a Global Market?

Steven B. Lipner

Senior Director of Security Enginesring Strategy.,
Trustworthy Computing Secunty, Microsoft Corporation

99 21

Common Catena — An Industry Perspective: Relevance, Reform and a Call fo Action

Gene Kesling

Director, Global Certification Team Global Government Solutions

Group Cisco
Coffes Break

11:30-12:00 Update from the CC Management Commiftee

Ime

Dag Stroman, Acting MC Chair

Panel Session

12:00-13:00 Meseting the user needs - the power of protection profiles and technical communities

This panel session will include members of established fechnical communities and those setfing up a new
technical community. The panel will debate a range of questions regarding the use of Protection Profiles
and Supporting Documents fo express end user requirernents, the value of end user participation in the
development of these, how greater involvement can be encouraged, general lessons leamed, etc. The

chair of the panel welcomes suggestions for addifional questions.

13:00-14:30 Lunch

Al- Reports from CC Communities

14:30-16:00 ID:151-JTEMS - a communilty for

the svaluation of payment
terminals

Sandro Amedola, Federal Office for
Information Security (B5)), Gemany

ID:70-GESTE: a Consortlum fully
supporting the CC adoption by
payment terminals Industry
Nathalie FEYT, THALES CEACI ITSEF,
France

ID:48-Monltoring Commeon Criterla for
smart Cards and related Devices
Algin BOUDQU, ISCI W1, France

16:00-16:30 Coffes Break

B1- CC & new technigues
ID:91-A practical approach to
using CC Part 2

Dirk-Jan Out, Brigtsight,
Netherlands

1D: 101-The GF Composltion
Medsl - Maximizing the

Efficlency of Securlty Ceriifications
Sarra MESTIRI, Oberthur
Technology, France

ID: 111-L@ssons Learned From a
Composed TOE Evaluation

Eric Winterton, Booz Allen Hamilton,
UsA

tograph
1D:158-Evaluation of
cryptegraphle Implementation

In the German Schems

Bemndt Kowailski, German Federal
Office for Information Security
(BSI), GERMANY

C1- Cry

ID:112-Crypto-Tech: End User
Nightmares

Ahmad Dahari Jamao,
CyberSecurity, Malaysia

ID: 119- Assembling the Crypto
Pleces In The Common Criterla
Jigsew Puzzle

Marino Tapiator, Spanish
Cerfification Body (CCN), Spain
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16:30-18:00 ID 3-CC promotion activity to new

19:30

A2- Experiences

dred -Japanese experlence-
Hidehiro Yajima, IPA, Japan

ID:4é-How do you ensure
evaluators are compsetent?
Zarina Musa, CyberSecurity,
Malaysia

ID:159-The New NIAP Protection
Proflle
Shaun Gilmore, NIAP, USA

ID: 31- Plan for Commeon Criterla
reguirements during the Secure
Software

Reeny Sondhi, EMC, USA

Welcome Cockiall

B2- CC Developments C2- CC & Tools

1D:25-CC evaluations driven by the ID: 65~ TL SET: A tool for supporting
Vulnerablllty Analysls PP and 5T Edltlon

Jose Emilio Rico, EPOCHE & ESPRI S.L., Roland ATOUI, Trusted Labs,
Spain France

1D:88-Return of the svaluation ID: 86- Securlty Tools for CC Testing
Investment. An economic analysls Quang Tiinh, SAIC Accredited

of different EAL: and svaluation Testing & Evaluation Laboratories,
scenarlos. 5A

Miguel Bandén, EPOCHE & ESPRI

5.1 Spain ID: 104-Use of Semantic
Techniques for CC Evaiution
ID:36-Securlty Evaluation of Mark Gauvreau, EWA-Canada,
Blometrlc Systems In Commeon Canada

Cilterla

ID: 15- Using tools to gensrate
design svidence for CC svalautions
Petear Swisten, Brightsight,
Netherlands

Belen Femandez-5aavedra,
TestingLab, University Carios Il of
Madinid, Spain

ID: 157 Blometric Spoof Detection In
context of Common Criterla

Frank Grefrath, Federal Office for
Information Secunty (BSl), Germany


















